
The figure below shows situation, where Conel/Spectre router is on one side of OpenVPN 

tunnel and device with an operating system Windows/Linux in SERVER mode is on the other 

side. IP address of the SIM card in the router can be static or dynamic. 

 

 

 
 

 

OpenVPN tunnel configuration on the router 

 

Item Value 

Remote IP Address server.dynalias.com 

Remote Subnet 192.168.10.0 

Remote Subnet Mask 255.255.255.0 

Local Interface IP Address 10.168.1.2 

Remote Interface IP Address 10.168.1.1 

Authenticate Mode X.509 certificate (client) 



CA Certificate generated certificate from router 

DH Parameters Diffie-Hellman protokol for key exchange 

Local Certificate local certificate assigned by router 

Local Private Key local private key assigned by router 

 



 
 

Note: If NAT Rules parameter is enabled, specified rules (in the configuration form of NAT) 

are applied to the OpenVPN tunnel. 



After establishing an OpenVPN tunnel, an interface tun0 and a route in the routing table of 

the router are displayed on the Network Status page. 

 

 
 

 

It is also possible to check successful establishment of OpenVPN tunnel in the system log 

(System Log item in menu). Listings should end with line Initialization Sequence Completed. 

 

 
 



Tunnel configuration on Computer 1 – Server 

 

It is necessary to perform the following configuration on the computer, which is referred to 

as Computer 1 – Server in the diagram from the beginning of this chapter. 

 

local 192.168.10.2 

tls-server 

 

 

dev tun 

 

 

pull 

 

 

ifconfig 10.168.1.1 10.168.1.2 

route 192.168.1.0 255.255.255.0 10.168.1.2 

 

 

mute 10 

 

 

ca cacert.pem 

cert client-cert.pem 

key client-key2.pem 

 

 

comp-lzo 

 

 

verb 3 

 


